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Strong 2 factor authentication for 
mobile and office IT systems.
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ONE SECURE
IDENTITY
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DEVICES

Save all your identities and permissions on your smart card 
and connect it wireless to many devices. The certgate ID smart 
card readers are flexible wahtever you need and work seamless 
within your existing IT infrastructure.

2 Factor-Authentication, Single-Sign-On, secure signatures, 
physical access – even time sheet traking and connection to  
your payment system are possible.



ONEKEY  ID 
FOR ID-000
The patented wireless smart card reader in the „mini SIM“ 
format. With its compact and elegant design, ONEKEY ID 
is ideal for carrying on a key chain. Experience smart card 
features with Bluetooth Low Energy, USB and additional 
NFC interface in a compact design.

Use ONEKEY ID with the platforms Apple iOS, Android and 
Windows for an indefinite number of applications such as 
2-factor authentication, smart card logon, encryption, the 
opening of doors and contactless payment.

AirID 
FOR ID-1
The wireless smart card reader in format of a credit card. Thus, 
smart card functions of a conventional visual identity card can 
be used wirelessly on various end devices. AirID supports the 
platforms Apple iOS, Android, Windows, Linux and the interfaces 
Bluetooth Low Energy and USB. Also, the existing NFC function 
of the smart card is retained.

Discover the indefinite number of applications such as 2-factor 
authentication, smart card logon, encryption, etc.
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SECURITY
FOR YOUR  
PLATFORM

SUPPORT
FOR OTHER  
PLATFORMS

USE CASE  
EXAMPLES
• Single Sign On for multiple devices (MSSO)
• Multi-factor authentication for devices & applications
• Easy authentication for mobile employees
• Distance Auto-Log-Off by distance measurement
• Healthcare, hospitals: 

Non-contact authentication for critical areas

• Multi Cloud Service Authentication
• Secure voice & chat communication
• Secure email communication and signature
• Physical access with electronic ID
• Off-device key security
• And many more...

ONEKEY BRIDGE enables the use of certgate ID products 
even on devices without Bluetooth Low Energy.

Plug and Play: 
No additional drivers are needed to install ONEKEY BRIDGE.

Highly secure: 
ONEKEY BRIDGE encrypts the Bluetooth connection bet-
ween the device and the reader with AES 256.

Compact design: 
 Due to the USB nano design, the ONEKEY BRIDGE virtually 
disappears from your USB port.

Multi-device option: 
Connection of multiple readers with a bridge is possible.
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